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Supported and tested versions of Microsoft 

Active Directory 
Avaya one-X Agent 2.5 with Central management is tested with Microsoft Active Directory on following 

platforms: 

 Windows 2008 R2  

 Windows 2008 SP2 

 Active directory schemas of Windows 2003 R2 SP2 applied on Windows 2003 SP2 server 

Configuring the Single Sign-on Setup on 

the Central Management server 
 While setting up Single Sign-on, one can create a user account for Central Management server 

with login name other than hostname of the Central Management server.  

 Enabling the “Do not require the Kerberos pre-authentication” option for the Central 

Management user account is mandatory requirement from JBOSS Negotiation implementation 

for SSO setup. 

 


